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Preface

Purpose of this document
This document provides release information for FUJITSU Enterprise Postgres.

Structure of this document
This document is structured as follows:
Chapter 1 New Features and Improvements
Explains the new features and improvementsin this version.
Chapter 2 Compatibility Information

Provides information regarding compatibility.

Export restrictions

Exportation/release of this document may reguire necessary procedures in accordance with the regulations of your resident country and/or
US export control laws.

Issue date and version

Edition 1.0: Septenber 2022

Copyright
Copyright 2022 FUJTSU LIMITED
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IChapter 1 New Features and Improvements

This chapter explains FUJITSU Enterprise Postgres new features and improvements added in this version.

Table 1.1 New features and improvements

Version and Classification Feature
level
14 SP1 Security Support for KMIP(Key Management Interoperability Protocol)

1.1 Features Added in 14 SP1

This section explains new features and improvementsin FUJI TSU Enterprise Postgres 14 SP1.

1.1.1 Security

This section explains the new features and improvements related to security:

- Support for KMIP(Key Management I nteroperability Protocol)

1.1.1.1 Support for KMIP(Key Management Interoperability Protocol)
KMIP(Key Management | nteroperability Protocol) is supported.

Y ou can use an encryption key stored in akey management system that supports KMIP as the master encryption key for transparent data
encryption. Thiseliminatesthe need for backup operations of encryption keys, which were previously performed with the transparent data
encryption feature.

25 See
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Refer to "Using Transparent Data Encryption with Key Management Systems as Keystores' in the Operation Guide for details.
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IChapter 2 Compatibility Information

2.1 Installation/Setup Incompatibility

Incompatibility does not exist.
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