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Preface

This document explains the updates that have been fixed at this version.

The contents of this document are subject to change without notice.

Notations

The status for each edition is shown in the following table.

P number Update summary

Number that uniquely

S il
identifies the update Summery of update detals

Export restrictions

Exportation/release of this document may reguire necessary procedures in accordance with the regulations of your resident country and/or
US export control laws.

Issue date and version

Edition 1.0: Septenber 2022

Copyright
Copyright 2022 FUJITSU LIMITED



IChapter 1 Program Updates

This version incorporates the updates implemented in PostgreSQL 14.

J See

Refer to the PostgreSQL Global Development Group website for information on the updates implemented in the following rel eases:
[PostgreSQL 14]

https://ww. post gresql . org/docs/ 14/ rel ease- 14. ht ni
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In addition, issues that occurred in previous versions are also fixed.
Refer to the following for details of the program fixesincluded in this version and level.
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P number

Update summary

PH21794

There is a column "parallel_scan" that is not mentioned in the manual, such as in
pg_stat_all_tables in the stats view.

PH22045 Executing CREATE INDEX CONCURRENTLY or REINDEX CONCURRENTLY may corrupt the
index.

PH22064 In the status mode of cm_ctl, the IP address may not be displayed in addr of
instance_information.

PH22065 There may be an error in the syntax error message when starting the conmgr process.

PH22169 FUJITSU Enterprise Postgres will reflect the security bug fixes absorbed in PostgreSQL JDBC
Driver 42.2.25.

PH22179 Malicious applications using the JDBC driver may cause SQL injection when using cursors.

PH21526 When using the data masking function, the original data to be masked may be overwritten
with the revised data.

PH22232 |The bug fixes absorbed by Apache Log4j 2.18.0 are reflected in WebAdmin of FUJITSU
Enterprise Postgres.

PH22260 |The bug fixes absorbed by Apache Tomcat 9.0.65 are reflected in WebAdmin of FUJITSU

Enterprise Postgres.
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